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BBEJIEHUE

3a nocieaHue 1Ba 1eCATWIETUs BUPTyaJlbHble YACTHBIE CETU 00pesu OOJIbIIYIO
MONYJIAPHOCTD, TOTYKOM YeMY cTasia B TOM uncie nangemus 2020 ropa, cripoBoOLu-
pOBaBIlIasi MACIITaOHbIH TIepexoj] COTPYAHUKOB Ha yaajeHHylo padoty. Kommanusm
’Ke TPUIIUIOCh pelaTh nmpodieMy 0e30MacHOro JOCTyNa K CBOMM KOPIOPATUBHBIM
pecypcam. Takxke BocTpeOoBaHHOCTH VPN pellieHnii oueHb BO3pocia B MOCIEHES
Bpemsi, Ha (pOHE BBENIEHUsl JIOKAJIbHBIX OTPaHUYEHUIl JOCTyna K HEKOTOPbIM BeO-
pecypcam U MPUIOKEeHUSIM OOJIBIIIMHCTBO MOJIb30BaTE e, HAUMHAS C COBCEM JIETCKO-
ro BO3pacTa v 3aKaHYMBasi CTApIIUM MTOKOJIEHUEM, YCTAaHABIUBAIOT JIIOObIE JOCTYITHbBIE
VPN-pelnieHust Ha CBOM YCTPORCTBA. DTa TEHISHIIU S IOPOANJIA CEPbe3HYI0 MPOOIeMy
6e3omacHOCTH, Belb VPN MOryT mpeocTaBisTh BaM OeCIIaTHOE pellleHre Ballen
npo6JieMsbl, a B3aMEH NpOBaiAepbl MOTYT MOHUTOPUTD Balll Tpapuk, coOuparh MeTa-
JAHHBIE ¥ TPOJABATh BAIlIA JAHHBIE TPETHUM CTOPOHAM, KPOME BCETO IEPEUNCIEHHOTO
takue VPN MoryT cogepkarth ycTapeBIIME KPUNTOrpapUIECKUE aJITOPUTMBI, UCTIOJIb-
30BaTh cJ1a0ble MPOTOKOJIbI TYHHEIMPOBAHUS, HE IPUMEHSITh MEXaHU3MBbI 3aIUTHI OT
yteuek DNS u IP anpecos, a Takke MoryT ObITh MH(pUILIMPOBaHb BpeJoHOCHBIM [10. B
CBSI3U C 9TUM, BaXHBIM SIBJISIETCS MIOHUMaHUe YCTpoicTBa padotel VPN TexHonmoruu,
ee 0COOEHHOCTe! 1 6e30MacCHOCTH.
B xoze pa®oTsl JOKHBI OBITH PEIICHBI CIIeIYIONINe 3a0auH:
— TIO03HAKOMHWTHCA ¢ 0a30Bo# Kinaccudukamnueir VPN,
— U3YYUTH KJIIOUEBbIE cocTaBisione padotel VPN;
— pacCMOTpEeTh JeTalld peasiu3alliy Ha puMepe Haubosee U3BECTHbIX MPOTOKO-
JIOB;
— Ha OCHOBE M3YYEHHBIX JAHHBIX BHIOPATh APXUTEKTYPY IS PAKTUUYECKOH pea-
mm3anuu VPN;

— peaJrM30BaTh BUPTYaJIbHYIO YACTHYIO CETb.



1 BupryaJjbHble YacTHbIE CeTH
1.1 Ucropusi nosisiaenuss VPN

Texnonorus VPN Bo3HukIa B 90-X rogax Kak OTBEeT Ha MOTPEOHOCTh OM3HEeca
B 0€30MMaCHOM CO€IMHEHUH YAAIEHHBIX O(PUCOB O€3 UCII0JIb30BAHU ST JOPOTOCTOSIIUX
BblJIeJIEHHBIX JTUHWIA. [lepBbie peiieHusi, Takue Kak npotokoia PPTP ot Microsoft u
L2F ot Cisco, Mo3BOIMIIN CO3/1aBaTh 3aIMIIEHHBIE TYHHEJIM TOBEPX OOIIeIOCTYITHBIX
ceTel, UHKAICYJIUpPY S JAaHHbIE BHYTPU CTaHJAPTHBIX AKETOB. JTO JAJIO CTAPT IMOXE
AOCTYMHHBIX KOPIIOPATUBHBIX CeTel, padOTAIONINX Yepe3 UHTEPHET.

HaspHeiiiee pa3BUTHE NPUBEJIO K CTaHAApTU3AMUA 0€30MaCHOCTH C MOsIBIIE-
HueM IPsec, KoTopslii cTan (pyHIaMeHTOM JJ1s1 OOJILIIIMHCTBA KOPIOpaTUBHBIX VPN,
obecnieunBas mmdpoBaHue Ha cereBoM ypoBHe. B 2000-x rogax momysisipHOCTh Ha-
opan Open VPN, npennoxusimii ruokocts SSL/TLS 1 paGoTy B NpoCTpaHCTBE MOJIb-
30BateJisl, YTO yIPOCTHIIO 00X0]] OJIOKMPOBOK U HACTPOUKY. DTOT NEPUOJA O3HAMEHO-
BAJICS IEPEXOJOM OT MPONPUETAPHBIX PELIEHUI K OTKPBITHIM CTaHIAPTaM C BBICOKOA
KPHUIITOCTOMKOCTBIO.

CoBpeMEeHHBII Tall pa3BUTUS XAPAKTEPU3YETCS CTPEMIIEHUEM K MUHUMAJIN3-
MYy U CKOPOCTH, IPKMM IpeJCTaBUTENIEM Yero sBiseTcs npotokona WireGuard. OH
OTKA3aJICS OT CJIOKHOW apXUTEKTyphbl MPEAIIECTBEHHUKOB B MOJb3Y KOMIAKTHOTO
koga u coBpeMeHnHoi kpunrorpadguu (ChaCha20, Curve25519). HoBble mpOoTOKOIBI
OPUEHTHPOBaHbl HA MTHOBEHHOE IEPEKIIOYEHUE MEKLY CETSMU U BBICOKYIO IIPOM3-
BOJUTEJIbHOCTh HA MOOWJIbHBIX YCTPONCTBAX.

B nanHom pazgene Obuta paccMoTpeHa 3Bofmolus TexHosioruii VPN ot nep-
BbIX MOIBITOK TyHHEIMpoBaHUs PPP 10 cOBpeMEHHBIX JIEFKOBECHBIX MPOTOKOJIOB.
[TokazaHo, KaK MHIYCTPHs ABUrajgach OT CJOXKHBIX allapaTHBIX pelieHuid K Tuo-
KOMY MPOrpaMMHOMY 00eCIIeYeHHI0, TIOBBIIIas 6€30MacHOCTh M CKOPOCTh Mepeaaunt

TTAHHBIX.



1.2 Kaaccndpuxamms VPN

Knaccudukanus VPN npoBoguTCs MO HECKOJIBKUM KPUTEPHSM, IIABHBIM U3
KOTOPBIX SIBJISIETCS CIOCO0 peau3aliu: MPOorpaMMHBIN WK anmapaTHbid. Anmapar-
Hble uTio3bI (Cisco, Juniper) o6ecrieunBaOT BHICOKYIO MTPOU3BOAUTEILHOCTH OJ1aroa-
ps1 CIIEIMATM3MPOBAHHBIM YUIIaM, HO TPeOYIOT 3HaUMTe bHBIX 3aTpart. [I[porpaMmMHbIie
pemienust (OpenVPN, WireGuard) 6osee 1eMOKpaTUUHBI U MOTYT OBITh pa3BEpHY-
Thl Ha CTaHJIapTHBIX CepBepax, YTO JAeJIaeT UX UJeaJbHbIMU JJIsI Majoro Ou3Heca u
YaCTHBIX JIUII.

[1o Ha3HAYEeHMIO CEeTH JIeNATCSl Ha TPU OCHOBHBIX Tuma: Remote Access (yaa-
JICHHBII JOCTYI COTPY/IHUKOB), Intranet (06bequHEHNE O(PUCOB OHON KOMITAHWM) U
Extranet (DoCTyIn BHEIIHUX MAapTHEPOB). Takke BAKHO PA3JIEICHUE HA «3AIUIICH-
Hbeie» VPN, pabotaiomiue yepe3 myOJMYHbIE UHTEpHET C MK(POBAHUEM, U «JIOBE-
peHHbie» (Hanpumep, MPLS), rie 6e30macHOCTb rapaHTUpyeTCs U30sIuei Tpaduka
BHYTPH CETH ITpoBaiijiepa ¢ obecriedyeHneM KadectBa oocayxkuBanus (QoS).

C TeXHAYECKOH TOUKHM 3pEHUS KJIAaCCU(UKALIMSA ONMPAETCS HAa yPOBEHb MOAEIIN
OSI. IIpoTokonsl MOryT padoTath Ha KaHaibHOM ypoBHe L2 (PPTP, L2TP), nepena-
Bas kaapsl Ethernet, Ha cereBom ypoBHe L3 (IPsec, IPIP), mapuipyTusupy s nakeTsl,
w Ha ceaHcoBoM ypoBHe [L4-L7 (SSL VPN). Buibop ypoBHs ompenensier ¢hyHK-
[IMOHAIBHOCTH: OT 00BbEIMHEHH S JIOKATbHBIX CETell B €IMHbII IMPOKOBEIIATEIbHBII
JIOMEH 10 TOYEYHOTO TOCTyMa K BeO-TPUIIOKEHUSIM.

B paznese ObL MpoaHaau3upoBaHbl OCHOBHBIE BUIBl VPN, UX apXUTEKTypHbIE
1 (PyHKIIMOHAJIbHBIE pa3yinuus. bpulo moka3zaHo, yTo BHIOOp KOHKpeTHOro tuna VPN
3aBUCHUT OT 3ajJa4 Oe30MacHOCTH, OkeTa U TpeOOBAaHWI K CETEBOM TOIOJIOTUU

(TOCTYTI K TIPWJIOKEHUSM WM OObeIMHEHHE CeTei).



2 CocraBagmomue vjaeMeHTbI VPN cetn
2.1 ApxuTeKTypa KJINeHT-cepBep

JlomuHupyoieil Mozaeblo noctpoeHus VPN gBisgeTca apXUTeKTypa KJIMEHT-
CepBep, Ille UEHTPAJIbHBIA Y3€J (CEpBEP) YIIPABJIAET JOCTYIIOM, a yAAJEHHBIE YCTPOM-
cTBa (KJIMEHTHI) THULIMUPYIOT MojikmoyeHre. Cepsep Oepet Ha ceOs 3a7a4u ay TEHTH-
(pukanmm, mapipytrsanuy Tpapuka u BegeHus Joros. KimeHnTckas yacTh OTBeYaeT
3a MU POBAHUE UCXOAAIIMX JAHHBIX U MMOAJECPKAHME TYHHENS B aKTUBHOM COCTOSI-
HUU.

[Tpornecc ycTaHOBIEHUS CBSI3W HaUMHaeTCs ¢ pykonoxatus (handshake), B xone
KOTOPOT'0 CTOPOHBI COIIACOBBIBAIOT aJITOPUTMBI IIM(PPOBAHUS Y IPOBEPSIOT YUETHBIE
nansble. [locne ycrnemHoi mpoBEepKU CEPBEP BBIACHIAET KJIMEHTY BUPTYaIbHbIA [P-
aJipec BHYTPH 3alUIIIEHHON CeTH U repeaeT HeoOXoJuMble MapiIpyThl. Bech Tpaduk
KJIMEHTA (WIA €ro 4acTh) HAYMHAET MNPOXOIUTH YEPE3 CEPBEP, KOTOPHIA BHICTYIIACT
LUTI030M B UHTEPHET WJIA KOPIIOPATUBHYIO CETh.

Takas neHTpaM3alys 3HAUUTEJILHO YIPOIIAET aJMUHUCTPUPOBAHUE: U3MEHE-
HUE MMOJIUTUK O€30MTaCHOCTH Ha CEPBEPE MTHOBEHHO ITPUMEHSIETCSI KO BCEM KJIMEHTaM.
OpHako OHa CO3JaeT €AUHYIO TOUKY OTKa3a, ECJIM CEPBEP NEPErPyKEH WU HEJOCTY-
neH, padoTa BCell CETH OCTAHABIIMBAETCS, a MPOMYCKHAsi CHIOCOOHOCTh OTpaHUYUBA-
eTcs IMPUHOW KaHajla cepBepa.

B paznen onucaHbl NPUHIMITBEL paOOThI KJIACCUYECKOU 1IEHTPAIM30BAHHON MO-
nemn VPN, Oblin BbiJIeIeHBl €€ KITIoUeBble IPEMMYIIECTBA B BHJIE TPOCTOTHI yIIPaB-
JIEHUs M HeJIOCTaTKHU, CBSI3aHHBIE C MACHITA0MPYEMOCThIO U 3aBUCUMOCTBIO OT pado-

TOCITOCOOHOCTH OCHTPAJIBHOTO Y3JIa.

2.2 Cucrema ayreHTU(bUKAIAN

Cucrtema ayTeHTuduKalmy odecrneunBaeT BepuduKaiuo cyObeKTOB J0oCTyna
(mosp30BaTesel U yCTPOMCTB) MEPE]] YCTAHOBJIEHUEM 3aLIMIIEHHOTO TYHHEJIMPYEMO-
ro coegquHeHus. B coBpemeHHbIX peanusauusax VPN mpouecc ycTaHOBJIEHUA COEqu-
HEHUs pa3fesisieTcsl Ha JBE YacTU: ayTeHTU(UKAIHUS OKOHEYHOTO OOOPYHOBHUS M
ayTeHTU(PUKALKS TOIb30BaTES.

AyteHtudukanus — 3To nepsbiii pydex odoponsl VPN, mpenoTBpaiaomui
AOCTY MOCTOPOHHUX Jinil. OHa BKJIIOYaeT B ce0s1 MPOBEPKY KaK caMoOro yCTPOMCTBA
(MamMHHasA ay TeHTU(UKALNSA), TAK U TTOJIb30BaTeIs. 11 3TOro npuMeHs0TCs apo-

, npensapurenbibie Kioun (PSK) nmm nudpossie ceprudukarel X.509 B pamkax



unppactpykrypsl PKI. Tlocneanuii BapuaHT cuutaetcss Hanbosiee HaOAEeKHBIM, TakK
KaK KOMITPOMETAIIMS MapoJisl He JaeT JocTymna 6e3 Hanuuus (aitia Kimoya.

B KpynHBIX KOPIIOPATUBHBIX CETAX yNPABJIEHUE JOCTYIIOM YacCTO AEJIETUPYET-
cs BHeHUM cucteMaM uyepes npotokoisl AAA (RADIUS, TACACS+). VPN-nuno3
He XpaHWUT 0a3y MoJb30BaTeleld, a epeHanpaniseT 3anpockl B Active Directory umm
LDAP. 910 no3BojsieT IEHTPATU30BAHHO YIIPABJIATH ITPaBaMH COTPYAHUKOB, OJIOKU-
pysl IOCTYII TIPY YBOJIbHEHUH UJIM CMeHe posii O6e3 niepeHacTpoiiku VPN-cepBepoB.

CoBpemeHHbIE POTOKOJBI, Takue Kak WireGuard, MEHSIOT MOAXOJ, UCIOJIb-
3y s KpUnrorpagpuyeckue KJI04u Kak e JMHCTBEeHHbIN naeHTudgukarop (Identity-based
authentication). 31ecb HET TPAJUIIMOHHBIX JIOTUHOB: €CJIM Y MUPA €CTh MPABUIbHBINA
NPUBATHBIN KJTI0Y, COOTBETCTBYIOIINIA MPOITMCAHHOMY Ha cepBepe MyOJIMYHOMY KJTIO-
4y, OH CYATAETCSA Ay TEHTU(PULIMPOBAHHBIM. DTO yIPOIIAET KOJ M UCKJIIOUYAET CII0KHbIE
(pa3sl cortacoBaHus MapaMeTpoB.

B nmanHoM paspesie ObUTM pacCMOTPEHbl MEXAHU3Mbl MPOBEPKU MOAJIMHHOCTU
cyobekToB B VPN. Onmcan nepexoji OT MPOCTHIX MapOJIbHBIX METO/I0B K MHOTO(haK-
TOPHOW ayTEHTU(PUKALIMHA HA OCHOBE CEPTU(UKATOB U KPUNITOTpa(PUUECKUX KITIOYEH,

00ecnevnBaloIIUX BICOKUI YPOBEHb JOBEPUSL.

2.3 Kpunrorpadgunueckue ajaropuTMbl

OcHoBoii 6e3onacoctu VPN sBisieTcst rubpuaHoe mudpoBaHue, cOYeTaro-
1iee CKOPOCTb CUMMETPUYHBIX AJITOPUTMOB U Y100CTBO OOMEHa KJII0YaMU aCUMMET-
puunHbIX. 15 mepenaun camoro Tpaduka UCHOJb3YIOTCs OBICTPhIE CUMMETPUYHbIE
mmdpsl, Takue kak AES-256 nmu ChaCha20. Acummerpuunas kpuntorpadus (RSA,
Elliptic Curves) npuMeHsIETCs Ha 3Talle yCTaHOBJICHUSI COEMHEHUSI JIJ1s1 0€3011aCHOTO
COTJIaCOBaHMS OOIIEro CECCUOHHOTO KITI0Ya.

[ToMuMO KOH(PUACHIIMATBHOCTH, KPUTUYECKH BakKHA LIEJIOCTHOCTh JAHHBIX, 3a-
HIMINA0NIAast OT CKPBITOM MOAM(UKAILIMY MMAKETOB B MyTHU. [J1 3TOr0 UCHOIB3YIOTCS
konbl ayreHTudukanuu coodmennii (HMAC) umu pexumsl mmd)poBaHus ¢ ayTeH-
tudukaimeit (AEAD), Takue kak Poly1305. OHu qo0aBisIOT K KakIOMY MaKETy
1M pPOBYIO MOANKCH; ECJIM OHA HE COBIIAIAET IIPU pacInpOBKE, TAKET HEMEIJIEHHO
YHUUTOKAETCS.

BBIO0p KOHKPETHBIX aJrOPUTMOB BJIMSIET HAa MPOU3BOAUTEBHOCTD U Oe301ac-
HocTh. Hanpumep, ChaCha20-Poly 1305 padoTaeT 6picTpee AES Ha MOOMIIbHBIX TTPO-
reccopax 6e3 anmapaTHoro yckopenusi, a Curve25519 obecnieunBaet Ty ke CTOM-

KOCTh, 4TO0 U RSA, mpu ropaszno mensiieid aimHe kinoda. CoBpemeHHble VPN-
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MIPOTOKOJIBI JKECTKO (PUKCUPYIOT HaOOp anroputMmoB (cipher suites), 4TOObI UCKITIO-
YUTh UCIIOJIb30BAHUE YCTAPEBIIUX U Y A3BUMBIX HIM(POB.

B pa3zpnene onucana posnb kpunrorpadguu B odecriedueHud KOH(PUIeHIIUATbHO-
ctu U 1enoctHoctd VPN-TyHHenei. bbut cienan BbIBOI O BaKHOCTH UCIIOJIb30BAHU S
coBpemeHHBIX anropuT™OB (AEAD, ECC) mig 3ammThl OT aTak U 0OecrieYeHn s BbI-

COKOM IMPOU3BOIUTCIIBHOCTHU

2.4 TynHeaupoBaHue

TyHHeIMpOBaHME TIPe/ICTaBIIsIeT COOON MPOIECC YMAKOBKHU MAKETOB OJIHOTO
IPOTOKOJIa BHYTPb APYTOro Ui Iepe1adn yepe3 TpaH3uTHYIo ceTh. B VPN ucxonnsiii
[P-naket mmdpyercs u nomenaercs B rosie JaHHbIX (payload) TpaHcniopTHOro nakera
UDP wm TCP. 114 BHelIHUX HaOmomaTesiedl 3TO BBINISIAAT KaKk OOBIYHBINA OOMEH
JAHHBIMHA MEXKY JBYMS y3JIaMH, COIEPKUMOE KOTOPOTO CKPHITO.

Peayi3zanus TyHHEIMPOBaHUS ONIMPAETCS HA BUPTYAJIbHbIE CETEBbIE UHTEP(DEN-
cel: TUN (L3) u TAP (L2). TUN-unrepdeiic onepupyet IP-nakeramu u ontuMasieH
U1 MApLIPYTU3alMU U BBIXOJA B MHTEPHET, CO3[aBasl MUHMMAJIbHbIC HAKJIAIHbIC
pacxoasl. TAP-untepdeiic amympyet Ethernet-kapTy, mo3Bosss nepegaBaTh JIIOObIE
MIPOTOKOJIBI KAHAJILHOTO YPOBHSI, YTO HEOOXOIUMO /1J1sl 00beIMHEHM S yIaJIeHHBIX Cer-
MEHTOB CE€TH B 0IuH MocT (bridging).

Pa3nnuusa B peaym3aliu Takke KacalTCs YPOBHS MCIIOJHEHUS: B IIPOCTPAH-
ctBe nosb3oBaresis (OpenVPN) wmm saapa (WireGuard, IPsec). Pabora B userspace
nporie s pa3paboTKu, HO TpeOyeT MOCTOSIHHOTO MePEeKII0UYeHUs] KOHTEKCTa Mpo-
1Ieccopa, 4YTo CHUXaeT CKopocTh. Peanmzanus B saape (Kernel space) obecrieunBaeTt
MaKCUMAaJIbHYI0 TIPOMYCKHYIO CIIOCOOHOCTb, M30eras JIMIIHMX Ofepaluii KonupoBa-
HUS [TaMATH.

B sTOM paznesne Obul pa3oOpaH MEXaHU3M UHKANCYIsLUU TpaduKa U poJib
BupTyaibHbeix uHTepdericoB TUN/TAP. CnenaH BbIBOA O TOM, UTO BHIOOP TUIA WH-
Tepderica 1 ypoBHS peajM3alliy HAPSAMYIO BJIMAET HA MPOU3BOAUTEIILHOCTD U (DYHK-

LUOHAJIbHBIE BO3MOXKHOCTU VPN-pemenus.



3 VYrpo3bl 6€30MacHOCTH U aHAJIN3 MOoMyJasipHbIX VPN
3.1 be3onacHOCTH NCNOJIbL30BAHMS

YTO0OBI yCTPAHUTH PUCKU CBSI3aHHBIE C O€30MMaCHOCTHIO UCTIOIb30BAHUS TOCTYTI-
HBIX Ha peiHKe VPN-perennii, HeOOXOANMMO YUUTHIBATh JIOTOJHUTEIbHBIE (DYHKITUH
pu BeIOOpe TpoaykTa. K HUM oTHOCATCS oOsi3aresibHble (PYHKIIMU O€30MacHOCTH,
ycranoBsieHHble NSA-CISA:
— MoAjAepXKKa HaJeKHOU ayTeHTU(pUKaAIUK;
— HaJIe)KHbIE AJITOPUTMbI U POBAHUS;
— WCIOJIb30BaHWE aHTUBHUPYCHOTO MTPOrPaMMHOTO 0OeCTieYeHH S ¥ CPEeACTB OOHa-
PYKEHUS U MpeI0TBPaIlleHs] BTOPKEHUI;
— HaJIe’KHas 3alluTa M0 YMOTYAHHUIO JIJIsI TIOPTOB aJMUHUCTPUPOBAHUS U 0OCITY-
KUBAHUS;
— nogjaepxka 1udpoBoro ceprudukara;
— MoAjAep)KKa PEerucTpalvu v ayauTa;
— BO3MOXHOCTh Ha3HayaTh ajpeca KJIMEHTaM B YaCTHOW CETH, NPHU ITOM BCE
aJpeca OCTAITCS 3aKPbITHIMHU.
Pazgen O6bu1 moCBsIeH aHanmM3y orpanudeHuii 6ezonacHoctu VPN. Caenan
BBIBOJI, UTO JIJIsI TIOJTHOIICHHOM 3aIlUThl TpeOyeTcsl KOMIUIEKCHBIN TOIX0: TOBEPEH-
HBII MpOBaiijiep, NMpaBWIbHAS HACTPOWKA KJMEHTA JJIS IPeJOTBpAIlleHUs YTEUYeK U

ncnoiib3zoanue HTTPS.

3.2 MeToabl aTak U ySI3BUMOCTH

Haub6onee omacueivu 1711 VPN sBisiiorcst ataku «Yenosek nocepeaune» (MitM),
KOI'JIa 3JIOYMBIIIUIEHHUK TOJIYYaeT JIOCTYII K MPOIEcCy pyKomoxaTtus. be3 crporoii
MPOBEPKU CEPTU(GPUKATOB WIH KJIIOYEH KIMEHT MOXKET YCTAHOBUTH 3alUIIIEHHOE CO-
€JIMHEHUE C CEPBEPOM Xakepa. Takke akTyaslbHbl aTaKU TOBTOPHOT'O BOCIIPOU3BEE-
Hus (Replay Attacks), OT KOTOpBIX 3alMINAIOTCS C TTOMOIIBI0O BPEMEHHBIX METOK U
YHUKaJIbHBIX HOMEPOB IMAKETOB (nonce).

HcTopuyeckue ya3BUMOCTH CTapbhiX NPOTOKONOB, Takux Kak PPTP, nmoka3sa-
JIM OMACHOCTb WCIIOJIb30BaHUS CJIa0bIX anroputMoB xemupoBanuss (MS-CHAPvV2).
CoBpemeHHbIe YIpo3bl YacTO HaIpaBJieHbl HE Ha B3JIOM Iudpa, a Ha peann3aiuio
NPOTOKOJIA: TMepernojHeHne Oydepa, ommMOKy B apCHHTe MakeToB uian DoS-aTakw,
HCTOIIAIOIIUE PECYPCH cepBepa OECKOHEUHBIMH 3allpOCaMy Ha MOJIKTI0YEeHHE.

[Tporokon WireGuard qeMOHCTpUpPYET HOBBIA MOAXOJ K 3alIuTe, padoTas Mo



IIPUHLIMITY «HE OTBEYaTh, €CJIM He crpocwin». OH He pearupyeT Ha HEBaJMUJHbIC
IIAKETBI, JIeJ1asi CEPBEP HEBUIUMBIM JIJIS1 CKAHEPOB ITOPTOB. DTO 3HAYMTEIBHO CHUKAET
MTOBEPXHOCTb aTAKH [10 CPABHEHMIO C TPAJAULIMOHHBIMU PELIEHUSIMU, KOTOPBIE AKTUBHO
OTBEYAIOT Ha MOMBITKY PYKOMOXATHs OIIMOKaMHU, BblJaBasi CBO€ PUCYTCTBUE.

B pazgesne 6butn K1accuuimpoBaHbl OCHOBHBIE BEKTOPHI aTak Ha VPN-uH(ppacTpyKTy
Beienniy, 4To COBpEMEHHBIE ITPOTOKOJIBI IPOEKTUPYIOTCSA C YYETOM MPOLILIBIX OIIH-
6ok (MitM, DoS), MUHUMH3UPY s BOBMOKHOCTD IKCIUTyaTalliu Y I3BUMOCTEN peasiv-

3alUu.



4 Pa3padorka VPN-pemeHus
4.1 ApxurekTypa

B numiome paspabotana apxutektypa P2P (Peer-to-Peer) VPN, 1ienbio koTo-
poii sIBJISIETCSl CO3AaHMe MPSIMON CBSI3U MEXYy KJIUEeHTaMu Oe3 Iporycka Tpaduka
yepe3 HeHTpasibHbI cepBep. LleHTpanbhbiid y3en (Signaling Server) ucnonb3yercs
MCKJTIOUMTENLHO /111 HAYaJIbHOM KoopauHaiuu: ooMeHa [P-agpecamu v myOimaHbIMU
KJII0YaMU. DTO PELIEHUE YCTPAHSET y3KOE MECTO B IPOM3BOJUTEIBHOCTH Y TOBBIIIIAET
MIPUBATHOCTb JJTAHHBIX.

Jlist obecnieuenust npsiMoit cBsizu B ycsioBusiX NAT (TpaHCsAuu ceTeBbIX al-
pecoB) npumeHnsiercsa texuuka UDP Hole Punching. KnuenTsl, Haxonsmuecs 3a no-
MallHUMHU pOyTEPAMH, OJHOBPEMEHHO OTIIPABJISAIOT IMAKETHI APYTr IPYry, CO3jAaBas
BpEMEHHbIE 3alKcy B TaOJAMIIaX TPAHCJSALMU CBOUMX MAapIIPyTHU3aTOPOB. DTO MO3-
BOJISIET YCTAHOBUTH MPSIMOW KaHaJl CBSI3U, AaXe €C/id y OOOUX MOJIb30BaTesiell HeT
"6enbix "[P-ampecos.

[IporpammHasi yacTh peasin3oBaHa Ha si3bike GO ¢ UCTIONb30BaHUEM OMOIHOTE-
k1 NaCl (box) g kpunrorpadpun. ApXUTEKTYpa MOLY/IbHAA: OTAEIBHO BBIIEIICHBI
KOMIIOHEHTHI pabOThI C CEThIO, KpUNTOrpahUIeCcKoe sIpo U JIOTMKa YIPaBJICHUS TyH-
HesieM. Takoil monxoj obecnednBaeT KpoccIiaT(OPpMEHHOCTh U JIETKOCTh MOAIEPK-
KM KOJIa, a TaKKe BBICOKYIO CKOPOCTh 0OpaOOTKM MakeToB Ojarogaps MHOTOIOTOY-
HocTH Go.

B sTOM pasznene onucaHa KOHUENIMIO JeneHTpaimn3oBaHHo VPN-cetu. Oc-
HOBHOW BBIBOJI 3aKJII0YAETCS B TOM, YTO UCNOJIb30BaHUE P2P apXUTEKTyphl ¥ TEXHUKH
Hole Punching no3BossieT co3aaTh MacIITabupyeMyio U MPUBATHYIO CETh, CHUXKas 3a-

TpaThl Ha UH(PPACTPYKTYPY PETPAHCIALMU TpadUKa.

4.2 Peann3anusa

Peanuzanus kameHTa 6a3upyercs Ha B3auMOeUCTBUM ¢ BUpTyasibHbIM TUN-
uHTepdeiicom yepe3 6udmoTeky water. [I[porpamma paboraetr B 06CKOHEUHOM ITHK-
ne: cuutbiBaeT IP-nakeTsl u3 nHTEepdeiica, mmdpyet ux u ornpasiser B UDP-coker.
B oOparHom HanpaBienuu: noiaydaet ganHbie u3 UDP, pacimgpoBbiBaeT U NUIIET B
TUN-unTEpQEiic, OTKyAa OHM MOMAJAIT B ONEPALIMOHHYIO CUCTEMY.

BaXxHBIM 2JIEMEHTOM pean3alinu ABJISAETCA oAaepKkanue coeauHenus (Keepalive).
[Tockonpky UDP — mpoTtokon 6e3 coctostHusi, a NAT-Ta0biuiel poyTepoB ObICTPO

OUMIIAIOTCS OT HEAKTUBHBIX 3aIMCEH, MMporpaMma MEpUOANYECKH OTIIPaBJIsAET Iy-
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CThIe TaKeThl. DTO MOAACPXKHUBACT «IbIpy» B NAT OTKPHITOM W rapaHTUpyeT, YTO
BXOJAIIMI TpauK OT mapTHepa He OyaeT 3a0JI0KUpOBaH (haepBOJIOM.

O6paboTka ommbdok u cmena [P-angpecos (Mobility) peasm3oBaHbl aBTOMATH-
yecku. Ecim maptHep MeHsieT ceTh (Hanpumep, nepexonut ¢ Wi-Fi Ha LTE), npo-
rpaMMa OOHOBJISIET €r0 aJipec Ha3HAUEHUSI MPH MOJTyYeHUH IePBOTr0 KOPPEKTHO pac-
g poBaHHOTO MakeTa ¢ HOBOro IP. 9To obecrieunBaeT HEMPEPHIBHOCTH ceccuu Oe3
HEOOXOIUMOCTH PYYHOTO Mepe3anycka COeTUHEeHH L.

TecTupoBaHue MOATBEPANIIO HOIHYI0 Pa0OTOCIIOCOOHOCTD pazpadoTaHHoro VPN-
petenus. KimeHTsl ycnenHo ycranaBiuBaiu npsamoe coenuHenue (P2P) uepes nBoii-
Hoii NAT, ucnosnb3ysi CUTHaJIbHBIN cepBep TOJNBKO 111 0OMeHa KoopauHatamu. [Ipo-
BEpKa CBSI3HOCTU YTUJIMTOM ping MoOKa3aja CTaOuIbHOE MPOXO0XKIEHUE TAKETOB MEK-
ny BupryaibHeiMu agpecamu 10.0.0.1 u 10.0.0.2.

Ananu3s pcap-daiino B Wireshark noarsepaui Hajie)KHOCTb 3alIUThI JTAHHBIX.
Becw nepexBauennsiit UDP-Tpacduk Obin 3ammgpoBad U He MOAAABAICS aHAIUZY.
[TonbITKM MOAM(pUKAIIMM TAKETOB WJIM IOBTOPHOM OTIIPaBKU cTapbix Aamnos (Replay
Attack) ycrienHo 0JI0KMpOBAIMCh KJIMEHTOM, YTO MOATBEPANIIO KOPPEKTHOCTH pado-
Thl KPUINITOTpa vy U MPOBEPKU LIEJIOCTHOCTH.

CucrteMa NpoIeMOHCTPUPOBAa CIIOCOOHOCTh K CaMOBOCCTaHOBJEeHUIO. [1pu
paspbiBe CBs3U UM cMeHe [P-ajpeca ofHOro M3 MUPOB COEIMHEHUE BOCCTAHABIIU-
BaJIOCh aBTomMaTuyecku. Mexanusm Keepalive 3(ppekTUBHO ynep:xvBan TYHHEJNb B
AKTUBHOM COCTOSIHWH, NpeJOTBpallas 3akpeitue noptoB Ha NAT-ycTpoiicTBax npu
IIPOCTOE KaHaJIa.

3akmovyeHue: PUHANBHBINA pa3ies Mo/BeJl UTOTM MPAKTUYECKOR yacTu pado-
Thl. BBUT cliean BeiBOA, UTO pazpadboranHoe [10 ycreniHo pemaeT 3agady co3aaHus
3aIUIIEHHON JeIeHTPaIM30BaHHON ceTH, oOecrieunBasi KOH(pUICHIIMATBHOCTD, 11e-

JIOCTHOCTb JAaHHBIX ¥ 00Xx0j1 orpaHnueHnii NAT.
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SARJ/IIOYEHUE

B xo[ne BbINOJHEHUS TaHHOW AaHHOI paboThl ObLIM JOCTUTHYTHI BCE MOCTAB-
JICHHbIE LIEJIM U pelleHbl 3aauu uccieaoBanus. [IpoBeeH BCECTOPOHHMIA aHAIU3
TEXHOJIOTUU BUPTYAJIbHBIX YACTHBIX CETEH, KOTOPbI BKJIIOYET M3yueHue 0a30Boi
kiaccudukanuu VPN, KI04eBbIX KOMIIOHEHTOB UX PabOTHl U MOAPOOHOE pacCMOT-
peHue Hanbosiee pacpOCTPAHEHHBIX MTPOTOKOJIOB TYHHEJIMPOBAHUSI.

Ha ocHOBe M3y4eHHOr0 TEOPETUUECKOTr0 MaTepuana ObUIO CIPOEKTUPOBAHO U
peann3oBaHo VPN-pellieHre ¢ UCTIOIb30BAaHUEM $sI3bIKa MporpaMMupoBanus Golang.
B npaktryeckoii yactu paboThl ObUIa MPOJEMOHCTPUPOBAHA: peaTU3alisl COCTABHBIX
KOMIOHEHTOB 6a30Boro VPN-pemieHus1, Oblia JOCTUTHYTa pabOTOCIIOCOOHOCTh Me-
xanu3ma UDP Hole Punching, no3Bosoiero ycraHaB/MBaTh NpsiMOE COEAUHEHNE
Mexay y3aamu 3a NAT 6e3 HeoOXOAMMOCTH B IIEHTPAJILHOM CepBepe-TOCPeTHUKE.
PeamzoBanHoe kpunrtorpaguyeckoe peiieHue Ha ocHoBe OuOimoteku NaCl Box
obecrnieunBaeT HaJiexkHOe MKU(ppPOoBaHUE W pacHIM(pPOBKY Tepe/IaBaeMbIX JaHHBIX C
VICITIOJIb30BAHUEM COBPEMEHHBIX KPUIITOTPAPUUECKHUX aJITOPUTMOB.

Pa3zpaboraHHas cuctemMa 1eMOHCTPUPYET MPAKTUUECKYIO IPUMEHUMOCTD U3Y-
YEHHBIX IPOTOKOJIOB, a TAKKe MOJTBEPK/1aeT BaKHOCTD ITTyOOKOIO MIOHUMAaHUSI IIPYH-
1umoB padoTel VPN-TexHooruii a1 odecreueHus nHgpopMaIrimoHHOR 6€301aCHOCTH

B COBPCMCHHBLIX YCJIOBUAX.
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